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A Foreword

The 1991 Constitution of the Lao People’s Democratic Republic (Revised 2003), in Article 22 of the Lao PDR Constitution states: “The State attends to developing education and implements compulsory primary education in order to build good citizens with revolutionary competence, knowledge and abilities.” In addition, “The State and society attend to developing high quality national education, to create opportunities and [favorable] conditions in education for all people throughout the country, especially people in remote areas, ethnic groups, women and disadvantaged children.”  

In Article 27 of the Lao PDR Constitution state: “The State and society attend to developing skilled labor, upgrading labor discipline, promoting vocational skills and occupations and protecting the legitimate rights and benefits of workers.”

Education for All 2015 National Review, The Technical and Vocational Education and Training (TVET) is clearly specified as one of the four sub‐sectors of the education system in the revised version of the Education Law of Lao PDR promulgated in July 2007. The TVET is divided into three levels: primary or first level (at upper secondary level), middle level and high level (at post‐secondary level. Thus TVET belongs partly to upper secondary education and partly to post‐secondary education, which is formally part of higher education according to the definitions.

The government of Lao PDR recognizes education’s importance in achieving national development goals. The country relies heavily on external funding, however, it has shown improvements in recent years. According to government figures, in 2013/14, the education share of the government budget was 15.5%, up from 13.4% in 2009/10.

The country has made significant progress, achieving 98.6% primary net enrollment and a gender parity rate of .99 for primary education. The major challenges that the education system faces are: reducing the high grade 1 dropout rate, enhancing equity, and improving learning outcomes. https://www.globalpartnership.org... Less than 10 percent of schools are connected to the Internet across many developing countries. 

Tracer study on 3,000 TVET graduates from 2007-2012 carried out by the World Bank in 2013 reported that most of the graduates work in the public sector. 30% of graduates, who were working secured a job before graduation. 45% of those who were working studied Business Administration. It shows that the profile of graduates from TVET does not correspond with the needs of the economy (VERLA, EMCS).  

In Laos, 22% of the labor force (15-64 years old) has upper secondary and tertiary level of education, the education level of the remaining part is below secondary.  According to data from 2011, in comparison to other ASEAN (+6) countries, Laos had the lowest enrolment rate in upper secondary TVET with 1, 1% (China with 42, 6% had the highest rate, followed by Thailand at 39, 9%). On the other hand, Laos contributed the highest share of tertiary enrolment with 61 % followed by China (45%) and Malaysia (43%).

With reference to the Technical and Vocational Education and Training Development Plan 2016-2020 on “Education Law of the Lao PDR ref No. 04/NA dated July 3rd 2007 and the “Technical and Vocational Education and Training (TVET) Law, ref No. 42/NA dated December 23rd 2013.”   The TVET sector plays an important part in the training of skilled workers for the industry and in meeting labor market needs. There have been no recent nationwide study on labor needs.  In the most recent was made by ADB in 2009-2010, among 819 companies in 8 provinces in the study, the plan indicates a need on the need to improve the skills in the areas of” Agriculture, Tourism and hospitality, Construction and infrastructure and Information Technology.
	NVQF
	Qualification
	Entry requirements 
	Duration of training

	Level 1
	Certificate I
	  Primary education or equivalent and higher  
	3-6 months

	Level 3
	Certificate II
	Primary education or equivalent and higher  
	After Certificate I:  6 months

	  
	   
	  
	1 year

	Level 3
	Certificate III
	
	After Certificate Level III: 1 year  


 Project Title

Second Strengthening Technical Vocational Education & Training (SSTVET) in LAO PDR

 Project Donor & Number

ADB Grant No. 0503-LAO (SF)

B  Purpose of this competency standard

The Purpose of the Competency Standard for the ICT TECHNICIANS: COMPUTER NETWORK AND SYSTEMS TECHNICIANS LEVEL III is to provide a framework for Competency Based Training (CBT) Program resulting in Competent ICT TECHNICIANS: COMPUTER NETWORK AND SYSTEMS TECHNICIANS under the INFORMATION COMMUNICATIONS TECHNOLOGY Sector of PDR Lao.
C  Competency Standard/ Qualification/ Job Description 

This Competency, Standards/ Qualification of ICT TECHNICIANS: COMPUTER NETWORK AND SYSTEMS TECHNICIANS for Certificate LEVEL IIIII, defined in the Manual for Developing Competency Based Standards Version March 2013.
This Qualification is packaged from the competency map of ICT TECHNICIANS: COMPUTER NETWORK AND SYSTEMSB TECHNICIANS as shown in section F of this document. This is designed to reflect the job roles of ICT TECHNICIANS: COMPUTER NETWORK AND SYSTEMS TECHNICIANS and employees performing data entry tasks for professionals and organizations in a range of workplace settings specifically applicable to Lao PDR.
This Competency Standard sits at NVQF Level 1 in Lao PDR, and is developed in line with CBT approach.

Job description

This qualification covers the skills and knowledge in Basic, Common & Core Competencies required by the Certificate LEVEL III Qualification consists of competencies that an individual must achieve to enable her/him to ICT TECHNICIANS: COMPUTER NETWORK AND SYSTEMS TECHNICIANS  (Code: 3513.xx)  establish, operate and maintain network and other data communications systems.
Person deemed competent in this qualification
· Has theoretical and practical knowledge in computer systems and basic networking
· Has a range of well-developed skills in operating, maintaining and troubleshooting computers and network systems
· Has the ability in diagnosing and resolving issues and problems in operating and maintaining data communications systems and networks

· Has the ability in repair of computer systems hardware and network connections, 
· Can provide assistance in network and data communications systems other than networks
· Has the ability to provide assistance to users on network and data communications problems, upgrading of equipment and software, computer hardware, network, software installation

· Has the ability to perform start up and close down, as well are backup and disaster recovery operation for computer networks.  

· Working on jobs requiring minimal supervision and good communication skills.

Job roles/employment outcomes

The Certificate Level 3 in ICT TECHNICIANS: COMPUTER NETWORK AND SYSTEMS TECHNICIANS is intended to prepare new employees or recognize and develop existing workers who are performing ICT-related support to uses and organization or office works and IT/ICT industry/sector.

Employment outcomes targeted by this qualification is ICT TECHNICIANS: COMPUTER NETWORK AND SYSTEMS TECHNICIANS develop existing workers who are performing ICT-related support to uses and organization or office works and IT/ICT industry/sector.

Employment outcomes targeted by this qualification is ICT TECHNICIANS: COMPUTER NETWORK AND SYSTEMS TECHNICIANS.  
Application

The qualification is in line with CBT principles and is suitable for a Lao PDR Apprenticeship pathway.
Where common/core units of competency are packaged to suit a particular industry sector or occupational outcome, Registered Training Organizations (RTOs) might issue, for example, a:

Certificate me in ICT: COMPUTER NETWORK AND SYSTEMS TECHNICIANS.  It should be noted that a qualification with a specialization does not change the title of the qualification.
CAREER PATH INFORMATION

Career path into the qualification

This qualification may be accessed by direct entry. From Secondary Schools (level 9 or 12) or anybody with partial Secondary Education that meets the entry requirements.
Career path from the qualification

Further training pathways from this qualification include Certificate Level III within the IT/ICT TRADE training package qualifications.

D  Outline of this Competency Standard

This Competency Standard contains Units of Competency as detailed within. These Units form the basis for CBT Learning Programmes for IT/ICT Trade. Each Unit contains the required Elements of Competency. Each Unit being able to stand alone when applied in a work situation. 

Each Unit can be amended in content or structure to meet the evolving needs of the ICT TECHNICIANS: COMPUTER NETWORK AND SYSTEMS TECHNICIANS. Changes and amendments to this Competency Standard will be made in line with the existing Quality Assurance Procedures as approved by the appropriate authority.

This Competency Standard is structured in line with the approved Manual for Developing Competency Standards, developed as a part of the SSTVET programme. For Quality Assurance purposes, each Unit is coded in line in the next section.
Code Example
With reference to the International Labor Organization website (http://www.ilo.org/public/english/bureau/stat/isco/), The International Standard Classification of Occupations (ISCO) is one of the main international classifications for which ILO is responsible. It belongs to the international family of economic and social classifications. In addition, ISCO is a tool for organizing jobs into a clearly defined set of groups according to the tasks and duties undertaken in the job. Its main aims are to provide: “a basis for the international reporting, comparison and exchange of statistical and administrative data about occupations; a model for the development of national and regional classifications of occupations; and a system that can be used directly in countries that have not developed their own national classifications.” PDR Lao together with many countries, have used one or more versions of ISCO as the model for their own national classifications. ISO defines the technicians- technical and related tasks connected with research and application of scientific or artistic concepts and operational methods, and government or business regulations.  Competent performance in most occupations requires a skills at the third ISCO Skill level. 

	Occupation
	Job
	Major
	Sub-major groups
	Minor
	Unit Type
	Unit No.
	Version No

	ICT
	Technicians and Associate Professionals
	
	 
	
	
	
	

	
	
	3
	35
	1
	1
	3
	01


Selected Lao Standard Code Occupation (Ministry of Labor and Social Welfare) 2016 inclusion under the IT/ICT Trade Sector 
	Major Group
	
	

	3
	Technicians And Associate Professionals
	
	

	
	
	
	

	
	
	Sub-major
	

	
	
	35xx.xx
	Information and Communications Technicians

	
	
	
	
	3513.xx
	Computer Network and Systems Technicians


A person who has achieved this Qualification is competent to be:

· Computer System Service Technician
· Computer System Repair and Network Technician
· Computer-Network Technician
· Network Support Technician
· Technical Network Assistant  
· Network Technician
	Unit No.
	CODE NO.
	BASIC COMPETENCIES

	1
	SSTVET-ICT3101
	Solve Problems related to work activities

	2
	SSTVET-ICT3102
	Lead workplace communication in ICT

	3
	SSTVET-ICT3103
	Lead small teams

	
	CODE NO.
	COMMON COMPETENCIES

	4
	SSTVET-ICT3104
	Plan group tasks in ICT

	5
	SSTVET-ICT3105
	Organize  and interpret technical drawings in ICT

	6
	SSTVET-ICT3106
	Practice occupational health and safety procedures

	7
	SSTVET-ICT3107
	Use relevant information and communications Technologies to Attain Sustainable Development

	
	CODE NO.
	CORE COMPETENCIES

	8
	SSTVET-ICT3108
	Terminate and connect, and test electrical wiring and electronics circuits

	9
	SSTVET-ICT3109
	Configure computer networks  




	10
	SSTVET-ICT3110
	Configure computer servers

	11
	SSTVET-ICT3111
	Maintain and repair computer systems and networks

	12
	SSTVET-ICT3112
	Apply security systems and procedures


E BASIC UNITS OF COMPETENCY

A   Solve Problems related to work activities
	UNIT CODE:
	SSTVET-ICT3101

	UNIT DESCRIPTOR: 

              This unit of competency requires the knowledge, skills and attitude of a worker to solve problems related to work place activities.


	Elements & Performance Criteria 

	ELEMENTS
	PERFORMANCE CRITERIA

(Italicized items are elaborated in the range of variables).

	1. Identify the problem
	1.1. Variances are identified from normal operating parameters; and product quality.

1.2.       Extent, cause and nature are of the problem are defined through observation, investigation and analytical techniques.

1.3. Problems are clearly stated and specified.



	2. Determine fundamental problem causes
	2.1. Possible causes are identified based on experience and the use of problem solving tools / analytical techniques.

2.2. Possible cause statements are developed based on findings

2.3. Fundamental causes are identified per results of investigation conducted.



	3. Determine corrective actions
	3.1. All possible options are considered for resolution of the problem

3.2. Strengths and weaknesses of possible options are considered

3.3. Corrective actions are determined to resolve the problem and possible future causes

3.4. Action plans are developed identifying measurable objectives, resource needs and timelines in accordance with safety and operating procedures.



	4. Provide recommendations
	4.1. Report on recommendations are prepared

4.2. Recommendations are presented to appropriate personnel in line with SOP & QMS

4.3. Recommendations are followed-up as required.

	Range of Variables

	VARIABLES
	RANGE

	1. Analytical techniques
	1.1. Brainstorming

1.2. Intuition & Logic

1.3. Cause and effect diagrams

1.4. Pareto analysis

1.5. SWOT analysis

1.6. Gant chart, Pert CPM and graphs

1.7. Scatter-grams. 



	2. Problem issues
	2.1. Non – routine process and quality problems

2.2. Equipment selection, availability and failure

2.3. Teamwork and work allocation problem

2.4. Safety and emergency situations and incidents.



	3. Action plans
	3.1. Priority requirements

3.2. Measurable objectives

3.3. Resource requirements

3.4. Timelines

3.5. Co-ordination and feedback requirements

3.6. Safety requirements

3.7. Risk assessment

3.8. Environmental requirements.



	Evidence Guide

	ASPECTS OF COMPETENCY
	EVIDENCE REQUIREMENTS

	1. Critical aspects of Competency
	Assessment requires evidence that the candidate:
1.1 Identified the problem

1.2 Determined the fundamental causes of the problem

1.3 Determined the correct / preventive action

1.4 Provided recommendation to manager

1.5 These aspects may be best assessed using a range of scenarios / case studies / what ifs as a stimulus with a walk through forming part of the response. These assessment activities should include a range of problems, including new, unusual and improbable situations that may have happened.

	2. Underpinning knowledge and attitudes
	2.1. Knowledge and understanding of the problem solving process. 
2.1. Explain, fundamental causes resulting in corrective action recommendations covering:
· Relevant equipment and operational processes.

· Enterprise goals, targets and measures.

· Enterprise quality, OHS and environmental requirement.

· Principles of decision making strategies and techniques.

· Enterprise information systems and data collation.

· Industry codes and standards

	3. Underpinning skills
	3.1. Using range of formal problem solving techniques

3.2. Identifying and clarifying the nature of the problem

3.3. Devising the best solution

3.4 Evaluating the solution

3.5 Implementation of a developed plan to rectify the problem


	4. Resource implications
	The following resources should be provided: 
4.1 Access to an operating plant over an agreed period of time

4.2 A suitable method of gathering evidence of operating ability over a range of situations. A bank of scenarios / case studies / what ifs will be required as bank of questions which will be used to probe the reason behind the observable action.  

	5. Method of Assessment
	 Competency in this Unit should be assessed through:

5.1. Case studies on solving problems in the workplace

5.1. Observation.  The unit may be assessed in a holistic manner as is practical and may be integrated with the assessment of other relevant units of competency. Assessment will occur over a range of situations, which will include disruptions to normal, smooth operation.

Evidence provided for competency determination will be Valid, Sufficient & Current

	6. Context for Assessment
	Competency may be assessed on the job or simulated environment:
6.1. Assessment shall be in the workplace. It may be appropriate to assess this unit concurrently with relevant teamwork or operational units.

6.1. Assessment must be undertaken in accordance with Lao PDR CBT Assessment guidelines.



A   LEAD WORKPLACE COMMUNICATION IN THE ICT FIELD
	UNIT CODE:
	SSTVET-ICT3102

	UNIT DESCRIPTOR: 

              This unit of competency requires the knowledge, skills and attitude of a worker to lead in the dissemination and discussion of ideas, information and issues in the workplace. 


	Elements & Performance Criteria 

	ELEMENTS
	PERFORMANCE CRITERIA

(Italicized items are elaborated in the range of variables).

	1.  Communicate information about workplace processes
	1.1 Appropriate communication method is selected 

1.2 Multiple operations involving several topics areas are communicated accordingly

1.3 Questions are used to gain extra information

1.4 Correct sources of information are identified

1.5 Information is selected and organized correctly

1.6 Verbal and written reporting is undertaken when required

1.7 Communication skills are maintained in all situations.


	2. Lead workplace discussions
	2.1 Response to workplace issues are sought 

2.2 Response to workplace issues are provided immediately

2.3 Constructive contributions are made to workplace discussions on such issues as production, quality and safety

2.4 Goals/objectives and action plan undertaken in the workplace are communicated.


	3. Create creative and formal written reports
	3.1 Issues and problems are identified as they arise

3.2 Information regarding problems and issues are organized coherently to ensure clear and effective communication

3.3 Dialogue is initiated with appropriate personnel 

3.4 Communication problems and issues are raised as they arise.

	Range of Variables

	VARIABLES
	RANGE

	1. Methods of communication
	May include but not limited to, writing:
1.1  
Non-verbal gestures

1.2.
Verbal

1.3.
Face to face

1.4.
Two-way radio or mobile phones
1.5.
Speaking to groups

1.6.
Using telephone
1.7.
Written

1.8.
Internet
1.9     Verbal  


	Evidence Guide

	ASPECTS OF COMPETENCY
	EVIDENCE REQUIREMENTS

	1. Critical aspects of Competency
	Assessment requires evidence that the candidate:
1.1. Use of Information and communications technologies.

1.2. Dealt with a range of communication/information at one time.
1.3. Made constructive contributions in workplace issues

1.4. Sought workplace issues effectively.
1.5. Responded to workplace issues promptly.
1.6. Presented information clearly and effectively written form.
1.7. Used appropriate sources of information.
1.8. Asked appropriate questions.
1.9. Provided accurate information.


	2. Underpinning knowledge and attitudes
	2.1 Organization requirements for written and electronic communication methods

2.2 Effective verbal communication methods.


	3. Underpinning skills
	3.1 Organize information

3.2 Understand and convey intended meaning

3.3 Participate in variety of workplace discussions

3.4 Comply with organization  requirements for the use of written and electronic communication methods



	4. Resource implications
	The following resources should be provided: 

4.1 Variety of Information

4.2 Communication tools

4.3 Simulated workplace 


	5. Method of Assessment
	Competency in this Unit should be assessed through:
5.1 Competency in this unit must be assessed through

5.2 Direct Observation

5.3 Interview



	6. Context for Assessment
	Competency may be assessed on the job or simulated environment:

6.1 Competency should be assessed in the workshop or simulated environment.

6.2 Assessment must be undertaken in accordance with Lao PDR CBT Assessment guidelines. 



   UNIT 3           LEAD SMALL TEAMS IN THE WORKPLACE
	UNIT CODE:
	SSTVET-ICT3103

	UNIT DESCRIPTOR: 

              This unit of competency requires the knowledge, skills and attitude of a worker to lead and develop small teams to achieve designated assignment instructions or goals, and to set and maintain team and individual or team standards, facilitate open communication and resolve team concerns. 


	Elements & Performance Criteria 


	ELEMENTS
	PERFORMANCE CRITERIA

(Italicized items are elaborated in the range of variables).

	1. Facilitate team planning  
	1.1. English communication is applied in the workplace. 

1.2. Work information and requirements are identified and presented to team members
1.3. The purpose of instructions and requirements are relayed or properly communicated to team members

1.4. he team members’ queries and concerns are recognized, discussed and dealt with


	2. Assign responsibilities
	2.1. Individual and team purpose, roles, duties, and responsibilities are clarified and  delegated in consideration with the skills, knowledge and aptitude needed for the delivery of the assigned  task, and in according to company policies, goals and objectives.
2.2. The duties are assigned having regard to individual preferences, as well as domestic and personal considerations, whenever possible.


	3. Set performance expectations for team members
	3.1. Team effort is rewarded and support provided to develop mutual concern and camaraderie and to maximize benefit from team diversity.
3.2. Performance expectations are established based on client needs and according to assignment requirements
3.3. Performance expectations are based on individual team members duties and area of responsibility
3.4. Performance expectations are discussed and disseminated to individual team members

	4. Monitor team performance
	4.1. The duties, rosters and responsibilities are assesses against a matched team capabilities in accordance with legislative and organizational requirements. 

4.2. The team members are provided with feedback, positive support and advice on strategies to overcome any deficiencies

4.3. Performance issues which cannot be rectified or addressed within the team are referenced to appropriate personnel according to employer policy.

4.4. Constructive feedback on quality of performance is regularly provided to team members for integration into work practice.

4.5. Team concerns are acknowledged and addressed as required and wherever possible discussed and resolved within the team
4.6. The team’s operations are monitored to ensure that employer/client needs and requirements are met




Range of Variables
	1. Work requirements
	1.1. Job description

1.2. Assignment instructions

1.3. Client Profile



	2. Team member’s concerns
	2.1. Roster/shift details
2.2. Work Schedule



	3. Monitor performance
	3.1. Formal process of evaluative information and corrective action 
3.2. Informal process



	4. Feedback
	4.1. Formal process of providing 
4.2. Informal process



	5. Performance issues
	5.1. Work output

5.2. Work quality

5.3. Team participation

5.4. Compliance with workplace Protocols
5.5. Safety

5.6. Customer service


EVIDENCE GUIDE
	1. Critical Aspects of Competency 
	Assessment requires evidence that the candidate:

1.1. Clearly defined and communicated les and responsibilities, assignment instructions and organizational goals and objectives to individual and team members. Maintained or improved individuals and/or team performance given a variety of possible scenario

1.2. Assessed and monitored team and individual performance against set criteria

1.3. Represented concerns of a team and individual to next level of management or appropriate specialist and to negotiate on their behalf

1.4. Assigned duties and responsibilities, having regard to   individual’s knowledge, skills and aptitude and the needs of the tasks to be performed

1.5. Set and communicated performance expectations for a range of tasks and duties within the team and provided feedback to team members



	2. Underpinning Knowledge
	2.1. Knowledge and understanding of Company policies and procedures

2.2. Relevant legal requirements

2.3. How performance expectations are set

2.4. Methods of Monitoring Performance

2.5. Client expectations

2.6. Team member’s duties and responsibilities



	3. Underpinning Skills
	3.1. Communication skills required for leading teams

3.2. Informal performance counseling skills

3.3. Team building skills

3.4. Negotiating skills: conflict resolution and negotiation techniques

3.5. Use coaching and mentoring skills to provide support and build effective workplace relationship

3.6. Interpersonal techniques including active listening

3.7. Accurately maintain records and documentation.



	4. Resource Implications
	The following resources MUST be provided:

4.1. Access to relevant workplace or appropriately simulated environment where assessment can take place

4.2. Materials relevant to the proposed activity or task



	5. Methods of Assessment
	Competency may be assessed through:
5.1. Direct observations of work activities of the individual member in relation to the work activities of the group

5.2. Observation of simulation and/or role play involving the participation of individual member to the attainment of organizational goal

5.3. Case studies and scenarios as a basis for discussion of    issues and strategies in teamwork



	6. Context of Assessment
	6.1. Competency assessment may occur in workplace or any appropriately simulated environment
6.2. Context for Assessment

6.3. Competency may be assessed on the job or simulated environment:
6.4. Competency may be assessed in workplace or in a simulated workplace setting
6.5. Assessment shall be observed while task are being undertaken whether individually or in group.

6.6. Assessment must be undertaken in accordance with Lao PDR CBT Assessment guidelines


COMMON UNITS OF COMPETENCY

UNIT 4           PLAN GROUP TASKS IN ICT
	UNIT CODE:
	SSTVET-ICT3104

	UNIT DESCRIPTOR: 
              This unit of competency requires the knowledge, skills and attitude of a worker to in planning and organizing work. It may be applied to a small independent operation or to a section of large organization. 


	Elements & Performance Criteria 


	ELEMENTS
	PERFORMANCE CRITERIA

(Italicized items are elaborated in the range of variables).

	1. Set objectives  
	1.1. English communication is applied in the workplace. 
1.2. Objectives are consistent with and linked to work activities in accordance with organizational aims.
1.3. Objectives are stated as measured targets with clear time frames 
1.4. Support and commitment of team members are reflected in the objectives.
1.5. Realistic and attainable are identified


	2. Plan and schedule work activities
	2.1. Tasks/work activities to be completed are identified and prioritized as directed 
2.2. Task/work activities are broken down into steps in accordance with set time frames achievable components in accordance with set time frames 
2.3. Resources are allocated as per requirements of the activity
2.4. Schedule of activities is coordinated with personnel concerned 
2.5. Feedback is received, and performance issues are discussed.

	3. Implement work plans
	3.1. Work methods and practices are identified in consultation with personnel concerned
3.2. Work plans are implemented in accordance with set time frames, resources, and standards 



Range of Variables
	1. Work requirements
	Work methods and practices may include but are not limited to: 
1.1. Legislated regulations and codes of practice
1.2.  Industry regulations and codes of practices 

1.3. Occupational health and safety practices Client Profile



	2. Team member’s concerns
	2.1. Daily work plans 
2.2. Project plans 
2.3. Program plans 

2.4. Organization strategic and restructuring plans 
2.5. Resource plans 

2.6. Skills development plans 

2.7. Management strategies and objectives


	3. Monitor performance
	3.1. Performance targets 
3.2. Performance management and appraisal systems 
3.3. National competency standards 
3.4. Employment contracts 
3.5. Client contracts 
3.6. Discipline procedures 
3.7. Workplace assessment guidelines 

3.8. Internal quality assurance 

3.9. Internal and external accountability and auditing requirements 

3.10. Training regulation standards 

3.11. Safety standards 

 

	4. Feedback
	4.1. Formal process of providing 

4.2. Informal process



	5. Performance issues
	5.1. Work output

5.2. Work quality

5.3. Team participation

5.4. Compliance with workplace Protocols
5.5. Safety

5.6. Customer service


EVIDENCE GUIDE
	1. Critical Aspects of Competency 
	Assessment requires evidence that the candidate:

1.1. Set objectives 
1.2. Planned and scheduled work activities 
1.3. Implemented plans 

	2. Underpinning Knowledge
	2.1. Organization’s strategic plan, policies, rules and regulations, laws and objectives for work unit activities and priorities 
2.2. Organizations policies, strategic plans, guidelines related to the role of the work unit

2.3. Team work and consultation strategies  

	3. Underpinning Skills
	3.1. Planning 
3.2. Leading 
3.3. Organizing 
3.4. Coordinating 

3.5. Communication Skills 

3.6. Inter/intra-person/motivation skills 

3.7. Presentation skills 

	4. Resource Implications
	The following resources MUST be provided:

4.1. Tools, equipment and facilities appropriate to the proposed activities Materials relevant to the proposed activity or task.
4.2. Materials relevant to the proposed activities:
4.2.1 Work plan schedules 

4.2.2  Drawings, sketches or blueprint



	5. Methods of Assessment
	Competency may be assessed through:
5.1. Direct observations /questioning.

5.2. Practical exercises on planning and scheduling work activities 

5.3. Third party report (collection of competency evidence) 



	6. Context of Assessment
	6.1. Competency assessment may occur in workplace or any appropriately simulated environment.
6.2. Assessment must be undertaken in accordance with Lao PDR CBT Assessment guidelines

6.3. Assessment shall be observed while task are being undertaken whether individually or in-group




UNIT 5           TERMINATE, CONNECT  AND TEST ELECTRICAL WIRING AND  ELECTRONIC CIRCUITS
	UNIT CODE:
	SSTVET-ICT3105

	UNIT DESCRIPTOR: 

              This unit of competency requires the knowledge, skills and attitude of a worker to in planning and organizing work. It may be applied to a small independent operation or to a section of large organization. 


	Elements & Performance Criteria 


	ELEMENTS
	PERFORMANCE CRITERIA

(Italicized items are elaborated in the range of variables).

	4. Set objectives  
	4.1. English communication is applied in the workplace. 

4.2. Objectives are consistent with and linked to work activities in accordance with organizational aims.
4.3. Objectives are stated as measured targets with clear time frames 
4.4. Support and commitment of team members are reflected in the objectives.
4.5. Realistic and attainable are identified


	5. Plan and schedule work activities
	5.1. Tasks/work activities to be completed are identified and prioritized as directed 
5.2. Task/work activities are broken down into steps in accordance with set time frames achievable components in accordance with set time frames 
5.3. Resources are allocated as per requirements of the activity
5.4. Schedule of activities is coordinated with personnel concerned 
5.5. Feedback is received, and performance issues are discussed.

	6. Implement work plans
	6.1. Work methods and practices are identified in consultation with personnel concerned
6.2. Work plans are implemented in accordance with set time frames, resources, and standards 



Range of Variables

	2. Work requirements
	Work methods and practices may include but are not limited to: 

5.7. Legislated regulations and codes of practice

5.8.  Industry regulations and codes of practices 

5.9. Occupational health and safety practices Client Profile



	6. Team member’s concerns
	6.1. Daily work plans 

6.2. Project plans 

6.3. Program plans 

6.4. Organization strategic and restructuring plans 

6.5. Resource plans 

6.6. Skills development plans 

6.7. Management strategies and objectives



	7. Monitor performance
	7.1. Performance targets 

7.2. Performance management and appraisal systems 

7.3. National competency standards 

7.4. Employment contracts 

7.5. Client contracts 

7.6. Discipline procedures 

7.7. Workplace assessment guidelines 

7.8. Internal quality assurance 

7.9. Internal and external accountability and auditing requirements 

7.10. Training regulation standards 

7.11. Safety standards 

 

	8. Feedback
	8.1. Formal process of providing 

8.2. Informal process



	9. Performance issues
	9.1. Work output

9.2. Work quality

9.3. Team participation

9.4. Compliance with workplace Protocols
9.5. Safety

9.6. Customer service


EVIDENCE GUIDE
	7. Critical Aspects of Competency 
	Assessment requires evidence that the candidate:

7.1. Set objectives 

7.2. Planned and scheduled work activities 

7.3. Implemented plans 

	8. Underpinning Knowledge
	8.1. Organization’s strategic plan, policies, rules and regulations, laws and objectives for work unit activities and priorities 

8.2. Organizations policies, strategic plans, guidelines related to the role of the work unit

8.3. Team work and consultation strategies  

	9. Underpinning Skills
	9.1. Planning 

9.2. Leading 

9.3. Organizing 

9.4. Coordinating 

9.5. Communication Skills 

9.6. Inter/intra-person/motivation skills 

9.7. Presentation skills 

	10. Resource Implications
	The following resources MUST be provided:

10.1. Tools, equipment and facilities appropriate to the proposed activities Materials relevant to the proposed activity or task.

10.2. Materials relevant to the proposed activities:

4.2.3 Work plan schedules 

4.2.4  Drawings, sketches or blueprint



	11. Methods of Assessment
	Competency may be assessed through:

11.1. Direct observations /questioning.

11.2. Practical exercises on planning and scheduling work activities 

11.3. Third party report (collection of competency evidence) 



	12. Context of Assessment
	12.1. Competency assessment may occur in workplace or any appropriately simulated environment.

12.2. Assessment must be undertaken in accordance with Lao PDR CBT Assessment guidelines

12.3. Assessment shall be observed while task are being undertaken whether individually or in-group




UNIT 5           ORGANIZE AND INTERPRET TECHNICAL DRAWINGS IN ICT

	UNIT CODE:
	SSTVET-ICT3105

	UNIT DESCRIPTOR: 

              This unit of competency requires the knowledge, skills and attitude of a worker needed to prepare/interpret diagrams, engineering abbreviation and drawings, symbols, dimension. 


	Elements & Performance Criteria 


	ELEMENTS
	PERFORMANCE CRITERIA

(Italicized items are elaborated in the range of variables).

	1. Identify different kinds of technical drawings
	1.1. English communication is applied in the workplace. 

1.2. The Correct technical drawing is selected according to job requirements.
1.3. ICT Technical drawings are segregated in accordance with the types and kinds of drawings


	2. Interpret technical drawing
	2.1. The components, assemblies or objects are recognized as required.
2.2. The dimensions of the key features of the objects depicted in the drawing are correctly identified.
2.3. The Symbols used in the drawing are identified and interpreted correctly.
2.4. The drawing is checked and validated against job requirements or equipment in accordance with standard operating procedures

	3. Prepare/make changes to ICT/electrical/electronic schematics and drawings
	3.1. The ICT/ electrical/electronic schematic is drawn and correctly identified.

3.2. Correct drawing is identified, equipment are selected and used in accordance with job requirements.



	4. Store ICT/ technical drawings and equipment /instruments
	4.1. Safety, care and maintenance of drawings are undertaken according to company procedures.

4.2. ICT technical drawings are recorded and inventory is prepared in accordance with company procedures.
4.3. Proper storage of instruments is undertaken according to company procedures.


Range of Variables

	1. Technical drawings
	May include the following but not limited to:

1.1. Flowcharts

1.2. Schematic diagrams

1.3. Charts

1.4. Block diagrams

1.5. Lay-out plans

1.6. Location plans

1.7. Process and instrumentation diagrams

1.8. Loop diagrams

1.9. System Control Diagrams



	2. Dimensions  
	May include but not limited to:

2.1. Length

2.2. Width

2.3. Height

2.4. Diameter

2.5. Angles

2.6. Size



	3. Symbols
	May include but not limited to:

3.1. NEC- National Electric Code

3.2. IEC -International Electrotechnical Commission

3.3. ASME - American Society of Mechanical Engineers

3.4. IEEE - Institute of Electrical and Electronics Engineers

3.5. ISA - Instrumentation System and Automation Society

3.6. Lao Standard codes



	4. Instruments/Equipment
	4.1. Software: Autocad
4.2. Softcopy of files

4.3. Components/dividers

4.4. Tools: Drawing boards, Rulers, T-square, Calculator




EVIDENCE GUIDE
	1. Critical Aspects of Competency 
	Assessment requires evidence that the candidate:

1.1. Set objectives 

1.2. The selected correct technical drawing in line with job requirements

1.3. Has correctly identified the objects represented in the drawing

1.4. Has identified and interpreted symbols used in the drawing correctly

1.5. Has prepared/produced electrical/electronic drawings including all relevant specifications

1.6. Has stored diagrams/equipment



	2. Underpinning Knowledge
	2.1. Planning 

2.2. Drawing conventions

2.3. Symbols

2.4. Dimensioning Conventions

2.5. Mark up/Notation of Drawing

2.6. Mathematics

2.7. Four fundamental operations

2.8. Percentage

2.9. Fraction

2.10. Trigonometric Functions

2.11. Algebra

2.12. Geometry



	3. Underpinning Skills
	3.1. Planning  and organizing skills

3.2. Reading skills required to interpret work instruction

3.3. Communication skill

3.4. Interpreting electrical/electronic signs and symbols  



	4. Resource Implications
	The following resources MUST be provided:

4.1. Materials, tools, equipment and facilities appropriate to the proposed activities 
4.2. Drawings
4.3. Diagrams
4.4. Charts
4.5. Plans


	5. Methods of Assessment
	Competency may be assessed through:

5.1. Direct observations /questioning.
5.2. Practical exercises on tasks involving interpretation of a range of technical drawings


	6. Context of Assessment
	6.1. Competency assessment may occur in workplace or any appropriately simulated environment.

6.2. Assessment must be undertaken in accordance with Lao PDR CBT Assessment guidelines

6.3. Assessment shall be observed while task are being undertaken whether individually or in-group




UNIT 6           PRACTICE OCCUPATIONAL HEALTH AND SAFETY PROCEDURES.
	UNIT CODE:
	SSTVET-ICT3106

	UNIT DESCRIPTOR: 
              This unit of competency requires the knowledge, skills and attitude of a worker required to apply procedures to ensure that occupational health and safety standards are practiced.


	Elements & Performance Criteria 


	ELEMENTS
	PERFORMANCE CRITERIA

(Italicized items are elaborated in the range of variables).

	1. Control hazards and risks
	1.1. Emergency-related drills and trainings are participated in as per established organization guidelines and procedures 

1.2. OHS personal records are completed and updated in accordance with workplace requirements




Range of Variables
	1. Emergency-related drills and training
	May include the following but not limited to:

1.1. Fire drills
1.2. Earthquake drill 

1.3. Basic life support/CPR 
1.4. First aid 
1.5. Spillage control
1.6. Decontamination of chemical and toxic 

1.7. Disaster preparedness/management

	2. OHS personal records
	May include but not limited to:

2.1. Medical/Health records 
2.2. Incident reports 
2.3.  Accident reports
2.4. OHS-related training completed.

 

	
	


EVIDENCE GUIDE
	1. Critical Aspects of Competency 
	Assessment requires evidence that the candidate:

1.1. Has explained clearly established workplace safety and hazard control practices and procedures
1.2. Has identified hazards/risks in the workplace and its corresponding indicators in accordance with  company  procedures 
1.3. Recognized contingency measures during workplace accidents, fire and other emergencies
1.4. Identified terms of maximum tolerable limits based on threshold limit value- TLV. 
1.5. Followed Occupational Health and Safety (OHS) procedures for controlling hazards/risks in workplace 
1.6. Used Personal Protective Equipment (PPE) in accordance with company OHS procedures and practices  
1.7. Completed and updated OHS personal records in accordance with workplace requirements   


	2. Underpinning Knowledge
	2.1. OHS procedures and practices and regulations 

2.2. PPE types and uses
2.3. Personal hygiene practices 

2.4. Hazards/risks identification and control 

2.5. Threshold Limit Value -TLV 

2.6. OHS indicators  

2.7. Organization safety and health protocol 
2.8. Safety consciousness  
2.9. Health consciousness 

 

	3. Underpinning Skills
	3.1. Practice of personal hygiene  
3.2. Hazards/risks identification and control skills
3.3. Interpersonal skills
3.4. Communication skills 


	4. Resource Implications
	The following resources MUST be provided:

4.1. Workplace or assessment location 
4.2. OHS personal records 
4.3. PPE 
4.4.  Health records 


	5. Methods of Assessment
	Competency may be assessed through:
5.1.  Portfolio Assessment  
5.2.  Interview 
5.3.  Case Study/Situation 

	6. Context of Assessment
	6.1. Competency assessment may occur in workplace or any appropriately simulated environment.
6.2. Assessment must be undertaken in accordance with Lao PDR CBT Assessment guidelines

6.3. Assessment shall be observed while task are being undertaken whether individually or in-group




UNIT 7           USE RELEVANT INFORMATION  AND COMMUNICATIONS TECHNOLOGIES TO ATTAIN SUSTAINABLE DEVELOPMENT
	UNIT CODE:
	SSTVET-ICT3107

	UNIT DESCRIPTOR: 
              This unit of competency requires the knowledge, skills and attitude of a worker required required in selecting, sourcing and applying appropriate and affordable technologies in the workplace


	Elements & Performance Criteria 


	ELEMENTS
	PERFORMANCE CRITERIA

(Italicized items are elaborated in the range of variables).

	1. Select appropriate technology 


	1.1. Usage of different ICTs is determined based on job requirements
1.2. Appropriate technology is selected as per work         specification 

	2. Apply relevant technology
	2.1 Relevant technology is effectively used in carrying         out function
2.2. Applicable software and hardware are used as per        task requirement 

2.3   Management concepts are observed and practiced as per established industry practices 



Range of Variables
	1. Technology 
	May include the following but not limited to:

1.1. ICT

1.2. Office technology 

1.3. Industrial technology 

1.4. System technology 

1.5. Information technology 

1.6. Training technology

	2. Management concepts
	May include but not limited to:

2.1. Real Time Management

2.2. KAIZEN or continuous improvement 

2.3. 5S 

2.4. Total Quality Management 

2.5. Other management/productivity tools.

 


EVIDENCE GUIDE
	1. Critical Aspects of Competency 
	Assessment requires evidence that the candidate:

1.1. Selected appropriate technology consistent with work requirements  
1.2. Applied relevant technology
1.3. Maintained and enhanced operative ability of relevant technology


	2. Underpinning Knowledge
	2.1. Awareness on ICTs and its function 
2.2. Repair and maintenance procedure 
2.3. Operating instructions 
2.4. Applicable software  
2.5. Communication techniques 
2.6. Health and safety procedure 
2.7. Company policy in relation to relevant technology  
2.8.  Different management concepts
2.9. Technology adaptability

	3. Underpinning Skills
	3.1. Relevant technology application/implementation 

3.2. Basic communication skills

3.3. Software applications skills

3.4.  Basic troubleshooting skills 

	4. Resource Implications
	The following resources MUST be provided:

4.1. ICTs
4.2. Relevant technology /ICTs
4.3. Interview and demonstration questionnaires 
4.4. Assessment packages 


	5. Methods of Assessment
	Competency may be assessed through:
5.1.  Portfolio Assessment  / training Certificates
5.2.  Interview 
5.3.  Case Study/Situation 


	6. Context of Assessment
	6.1. Competency assessment may occur in workplace or any appropriately simulated environment.
6.2. Assessment must be undertaken in accordance with Lao PDR CBT Assessment guidelines

6.3. Assessment shall be observed while task are being undertaken whether individually or in-group




core competenties 
UNIT 8          TERMINATE, CONNECT AND TEST ELECTRICAL WIRING AND ELECTRONICS CIRCUITS
	UNIT CODE:
	SSTVET-ICT3108

	UNIT DESCRIPTOR: 
              This unit of competency requires the knowledge, skills and attitude of a worker required to terminate, connect and test electrical wiring and  electronic circuits




	Elements & Performance Criteria 


	ELEMENTS
	PERFORMANCE CRITERIA

(Italicized items are elaborated in the range of variables).

	1. Plan and prepare for termination/connection of electrical wiring/electronics circuits 
	1.1. Materials are checked according to specifications and tasks

1.2. Appropriate tools and equipment are selected according to tasks requirements

1.3. Task is planned to ensure OH & S guidelines and procedures are followed

1.4. Electrical wiring/electronic circuits are correctly prepared for connecting/termination in accordance with instructions and work site procedures

	2. Terminate/connect electrical wiring/electronic circuits
	2.1  Safety procedures in using tools are observed at all times and appropriate personal protective equipment are used
2.1. All work undertaken safely in accordance with the workplace and standard procedure
2.2. Appropriate range of methods in termination/connection are used according to specifications, manufacturer’s requirements and safety

2.3. Correct sequence of operation is followed

2.4. Accessories used are adjusted, if necessary
2.5. Confirm termination/connection undertaken successfully in accordance with job specification

	3. Test termination/ connections of electrical wiring/electronics circuits
	3.1. Testing of all completed termination/ connections of electric wiring/electronic circuits is conducted for compliance with specifications and regulations using appropriate procedures and equipment

3.2. Wiring and circuits are checked using specified testing procedures

3.3. Unplanned events or conditions are responded to in accordance with established procedures



	4. Determine criteria for testing electronics components
	1.1 Work instructions are obtained and clarified based on job order or client requirements

1.2 Responsible person is consulted for effective and proper work coordination

1.3 Data sheets/Application notes are obtained and interpreted based on manufacturer’s specifications

1.4 Testing criteria are defined to ensure that components meet technical and quality requirements

1.5 Document and communicate testing criteria to relevant personnel

	5. Plan an approach for component testing
	1.6  Various testing methods are Identified based on types of electronic components
1.7 Characteristics and appropriateness of testing methods to be used during development and on completion is determined

1.8 Testing methods are considered/selected in relation to appropriate testing strategy
1.9 Plan for testing components is developed at specified points during development and on completion

1.10 Required test & measuring instruments and tools are prepared and checked in accordance with established procedures

1.11 Records system is established to document testing results, including problems and faults

	6. Test components 
	1.12  Testing methods are applied to ensure that products  meet creative, production and technical requirements

1.13 Problems and faults detected by testing are recorded and remedial steps taken in records system is documented

1.14 Problems and faults detected during testing are resolved in accordance with agreed project or industry practice

1.15 Evaluate final products against the previously determined criteria

1.16 Testing process is documented and summarized evaluation report is submitted to relevant personnel

	7. Evaluate the testing process
	1.17    Testing methods that were successful and those that led to difficulties are identified based on industry standards

1.18 Testing process and records system are evaluated based on standard procedures

1.19 Test results/findings are documented for subsequent components testing. 


Range of Variables
	1. Materials
	Materials included the following but not limited to:

1.1 Soldering lead
1.2 Cables
1.3 Wires


	2. Tools and equipment
	2.1 Tools for measuring, cutting, drilling, assembling/disassembling.  Tool set includes the following but not limited to:

2.1.1 Pliers

2.1.2 Cutters

2.1.3 Screw drivers

2.2 Equipment

2.2.1 Soldering gun

2.2.2 Multi-tester

	3. Personal protective equipment
	3.1 Goggles
3.2 Gloves

3.3 apron/overall



	4. Methods
	4.1 Clamping

4.2 Pin connection

4.3 Soldered joints

4.4 Plugs



	5. Accessories
	5.1 Accessories may include the following but not limited to:

5.1.1 brackets

5.1.2 clamps

	6. Responsible person
	Relevant personnel may include:

6.1 Immediate supervisor
6.2 Manager

	7. Testing criteria 
	Testing criteria may include:
7.1 Controls

7.2 Effectiveness
7.3 Efficiency
7.4 Bug Detection
7.5 Functionality, Including Flow
7.6 Interoperability
7.7 Performance
7.8 Reliability
7.9 Operating Parameters

	8. Testing Methods
	Testing methods may include:
1.1.  Automated

1.2. Debugging

1.3. Inspection

1.4. Platform Testing

1.5. Prototyping

	9. Types of electronic components
	1.6. Active components

1.7. Dynamic components

1.8. Hybrid components
1.9. Passive components



	10. Testing strategy 
	Testing strategy may be determined by:
1.10. Passive testing

1.11. Dynamic testing

1.12. In-circuit testing

	11. Test and measuring instruments
	Test And Measuring Instruments May Include:
1.13.   Analog VOM
1.14.   Digital VOM

1.15.   Dual Trace Triggered Oscilloscope

1.16.   Variable DC Power Supply

1.17.    Function Generator


	12. Tools 
	Tools May Include:
1.18. Hammer
1.19. Hand Drills,

1.20. Hack Saw

1.21.  Set Of Files
1.22. Set Of Pliers

1.23. Set Of Screw Drivers

1.24. Set Of Wrenches

1.25. Tin Snip



	13. Records system
	Records System May Include:

13.1 Metadata That Includes:

13.1.1 Description Of Fault

13.1.2 Identification Of Code

13.1.3 User Responses

13.1.4 Written Or Verbal Comments

13.1.5 Quantitative Data

13.1.6 Remedial Action Taken

13.1.7 Retest Result

13.1.8 Date

13.1.9 Tester's Details
13.2 Questionnaire

13.3 Survey


EVIDENCE GUIDE
	1. Critical Aspects of Competency 
	Assessment requires evidence that the candidate:

1.1. Undertook work safely and according to workplace and standard procedures

1.2. Used appropriate termination/ connection methods

1.3. Followed correct sequence in termination / connection process

1.4. Conducted testing of terminated connected electrical wiring/electronic circuits using appropriate procedures and standards

1.5. Determined criteria for testing electronics components

1.6. Planned an approach for component testing
1.7. Tested components
1.8. Evaluated the testing process


	2. Underpinning Knowledge
	2.1. Use of tools

2.2. Use of test instruments/equipment

2.3. Electrical theory

2.4. Single phase AC principles

2.5. Wiring techniques

2.6. DC power supplies

2.7. Soldering
2.8. Mensuration/Mathematics

2.8.1 Conversion Of Units
2.8.2 Applied Mathematics

2.9. Safety 

2.9.1 Work Safety Requirements And Economy Of Materials With Durability

2.9.2 Knowledge In 5S Application And Observation Of Required Timeframe

2.9.3 Knowledge Of Proper Handling And Disposal Of Chemicals
2.10. Materials, Tools And Equipment Uses And Specifications
2.10.1 Identification Of Hand And Power Tools

2.10.2 Proper Care And Use Of Tools
2.11. Systems And Processes

2.11.1 Principles Of Electrical/Electronic Circuits

2.11.2 Identifying Sources Of Electricity

2.11.3 Identifying Conductors And Insulators

2.11.4 Describing Resistance And Identify Resistors

2.11.5 Supplying Different Voltage Using Variable Power Supply

2.11.6 Measuring Resistance Using VOM
2.11.7 Testing Resistors

2.11.8 Measuring Current And Voltage Using VOM
2.11.9 Analyzing Simple Circuit Using Ohms And Power Law

2.11.10 Analyzing Series/Parallel Circuits Using Ohms And Power Law

2.11.11 Describing Alternating Current Circuits

2.11.12 Observing Waveform Using Oscilloscope

2.11.13 Generating Waveform In Various Frequency Using Function Generator

2.11.14 Measuring Frequency Using Oscilloscope

2.11.15 Measuring Capacitance Using VO

2.11.16 Describing Capacitance And Identifying Capacitor

2.11.17 Testing Capacitor

2.11.18 Analyzing Series/Parallel Capacitance

2.11.19 Describing Inductance And Identifying Inductors

2.11.20 Testing Inductor

2.11.21 Analyzing Series Parallel Inductors

2.11.22 Describing The Characteristic Of Transformers

2.11.23 Describing And Identifying Semiconductor Diode

2.11.24 Testing Semiconductor Diode

2.11.25 Analyzing Rectifier Circuits

2.11.26 Describing And Identifying Bipolar Transistor

2.11.27 Testing Bipolar Transistor

2.11.28 Analyzing Amplifier Circuit

2.11.29 Analyzing Multi-Vibrator Circuit

2.11.30 Describing And Analyzing Digital Gate

2.11.31 Testing Logic Gates

2.11.32 Analyzing Logic Networks

2.11.33 analyzing sequence circuits


	3. Underpinning Skills
	3.1. Relevant technology application/implementation 

3.2. Basic communication skills

3.3. Reading skills required to interpret work instruction

3.4. Soldering techniques
3.5. Work efficiently & systematically

3.6. Communication skills 

3.7. Use and maintenance of tools and equipment

3.8. Skills in testing electronic components

3.9. Work safety practices and time management

3.10. Problem solving skills

3.11. Reading skills


	4. Resource Implications
	The following resources MUST be provided:

4.1. ICTs

4.2. Relevant technology /ICTs

4.3. Interview and demonstration questionnaires 

4.4. Assessment packages 

4.5. Tools and equipment (see range of variables)

4.6. Working area/bench

4.7. Electronic components

4.8. Testing instruments and equipment

4.9. Assessment rating sheet

4.10. Reporting forms


	5. Methods of Assessment
	Competency may be assessed through:

5.1.  Oral Questioning

5.2. Practical demonstration

5.3. Direct observation of application to tasks and questions related to required knowledge

5.4. Third party report

5.5. Written test

5.6. Portfolio


	6. Context of Assessment
	6.1. Competency assessment may occur in workplace or any appropriately simulated environment.
6.2. Assessment must be undertaken in accordance with Lao PDR CBT Assessment guidelines

6.3. Assessment shall be observed while task are being undertaken whether individually or in-group




UNIT 9           CONFIGURE COMPUTER NETWORKS
	UNIT CODE:
	SSTVET-ICT3109

	UNIT DESCRIPTOR: 
              This unit of competency requires the knowledge, skills and attitude of a worker required required in  in setting-up computers networks for LANs and small-office home-office (SOHO) systems. It consists of competencies to install network cables, set network configuration, set router/Wi-Fi/ wireless access point/repeater configuration as well as to inspect and test the configured computer networks.


	Elements & Performance Criteria 


	ELEMENTS
	PERFORMANCE CRITERIA

(Italicized items are elaborated in the range of variables).

	1 Install LAN/network cables
	1.1 Cable routes are determined and planned in accordance with network design and actual installation site.

1.2 Network materials necessary to complete the work are identified and obtained in accordance with established procedures and checked against systems requirements 

1.3 Tools, equipment and testing devices needed to carry out the installation work are obtained in accordance with established procedures and checked for correct operation and safety 

1.4 Appropriate personal protective equipment is used and OHS policies and procedures are followed

1.5 Copper cable splicing  is performed based on Electronic Industries Alliance/Telecommunications Industry Association (EIA/TIA) standards

1.6 Network cables and cable raceway are installed in accordance with established procedures and installation requirements
1.7 Installation work is performed and is checked to ensure no unnecessary damage has occurred and complies with requirements

1.8 OHS standards and 5S principles are followed according to enterprise requirements 

1.9 Excess components and materials are disposed of based on WEEE directives and 3Rs waste management program.

	2 Set LAN/network configuration 
	2.1 Network connectivity of each terminal is checked in accordance with network design.

2.2 Any fault or problem in the network system is diagnosed and remedied in line with the standard operating procedures.

2.3 Network interface card (NIC) settings are configured in accordance with network design.

2.4 Communication checking between terminals are carried out in accordance with OS network configuration guides

2.5 Unplanned events or conditions are responded to in accordance with established procedures 

	3 Set WLAN/router/Wi-Fi/ wireless access point/repeater configuration
	3.1 Host or Client Device systems settings are configured in accordance with manufacturers’ instructions and end-user preferences

3.2 Local area network (LAN) port is configured in accordance with manufacturers’ instructions and network design

3.3 Wide area network (WAN) port is configured in accordance with manufacturers’ instructions and network design 

3.4 Wireless settings are configured in accordance manufacturers’ instructions, network design and end-user preferences

3.5 Security/Firewall/Advance settings are configured in accordance with manufacturers’ instructions and end-user preferences 



	4 Inspect and test the configured computer networks or LAN

	4.1 Final inspections are undertaken to ensure that the configuration done on the computer networks conforms with the manufacturer’s instruction/manual

4.2 Computer networks are checked to ensure safe operation.

4.3 Reports are prepared/completed according to company requirements.




Range of Variables
	1. Network Design
	May Include:
1.1 Network Topology

1.2 Distribution Terminals

	2. Network Materials
	2.1 Cables

2.1.1 Fiber Optics 

2.1.2 Copper 
2.2 Terminals

2.3 Cable Raceway/Duct

2.4 Clamps

2.5 Fasteners

2.6 Insulators

2.7 Terminal Box

	3. Tools, Equipment And Testing Devices
	3.1 Protective Eyewear

3.2 Digital Multi-Meter

3.3 Wire Stripper With Bolt Cutter

3.4 Pliers (Assorted)

3.5 Screw Drivers (Assorted)

3.6 LAN Tester

3.7 Crimping Tools

	4. Appropriate Personal Protective Equipment
	4.1 Gloves

4.2 Goggles

4.3 Working Clothes

	5. OH&S Policies And Procedures
	5.1 Occupational Health And Safety Laws

5.2 Personal Safety

5.3 Workplace Hazards

5.4 Environment Laws

	6. Splicing 
	6.1 Straight-Through

6.2 Cross-Talk

6.3 Roll-Over

	7. Network Cables
	7.1 Copper Cable

7.2 Fiber Optic Cable (Terminated)

	8. Cable Raceway
	8.1 Slotted PVC

8.2 Metallic Raceway

8.3 Flexible Conduit

	9. Client Device
	9.1 Laptop

9.2 Desktop

9.3 Network Storage

9.4 Network Printer

	10. Installation Requirement
	10.1 Other Requirements For Fiber Optic Cable Installation


EVIDENCE GUIDE
	1. Critical Aspects of Competency 
	Assessment requires evidence that the candidate:

1.1. Installed network cables 

1.2. Set network configuration

1.3. Set router/Wi-Fi/ wireless access point/repeater configuration

1.4. Inspected and tested the configured computer networks 

	2. Underpinning Knowledge
	1.5. Computer network concepts

1.6. Network cable installation

1.7. Copper cable splicing and cable testing

1.8. Fiber Optic Cables Splicing And Installation Requirements
1.9. Network Design
· Addressing
· Subnetting
· Topology
1.10. IPV4 And IPV6

1.11. Router/Wi-Fi/ Wireless Access Point/Repeater Configuration 
1.12. Network Interface Card (NIC) Settings
1.13. Network Cables
1.14. Cable Raceways/Ducts
1.15. Device Systems Settings Configuration
1.16. Local Area Network (LAN) Port Configuration 
1.17. Wide Area Network (WAN) Port Configuration 
1.18. Wireless Settings Configuration 
1.19. Security/Firewall/Advance Settings Configuration
1.20. Cloud Computing
1.21. Network Connectivity Testing
1.22. Philippine Electrical Code relevant to data connection
1.23. OHS standards and 5S principles
1.24. Practicing 3Rs – reduce, re-use, recycle/recover
1.25. 3Rs environmental policies
1.26. Managing waste from electrical and electronic equipment (WEEE)

	3. Underpinning Skills
	3.1. Testing and termination of electrical and electronic components
3.2. Cable splicing

3.3. Cable troubleshooting

3.4. Setting-up and configuring skills

3.5. Problem solving skills

3.6. Decision making skills

3.7. Documentation skills
3.8. Crimping

3.9. Termination

3.10. Quality standards

3.11. Network Set-up

3.12. Portfolio Management


	4. Resource Implications
	The following resources MUST be provided:

1.27. PC or workstation

1.28. Network cables and materials
1.29. Router/Wi-Fi/ wireless access point/repeater 

1.30. Tools and test instruments

1.31. Appropriate software applications/programs

PPE 

	5. Methods of Assessment
	Competency may be assessed through:

5.1.  Portfolio Assessment  / training Certificates
5.2.  Interview 
5.3.  Case Study/Situation 


	6. Context of Assessment
	6.1. Competency assessment may occur in workplace or any appropriately simulated environment.
6.2. Assessment must be undertaken in accordance with Lao PDR CBT Assessment guidelines

6.3. Assessment shall be observed while task are being undertaken whether individually or in-group




UNIT 10           CONFIGURE COMPUTER SERVERS
	UNIT CODE:
	SSTVET-ICT3110

	UNIT DESCRIPTOR: 
              This unit of competency requires the knowledge, skills and attitude of a worker required required to set-up computer servers for LANs and SOHO systems. It consists of competencies to set-up user access and configures network services as well as to perform testing, documentation and pre-deployment procedures.


	Elements & Performance Criteria 


	ELEMENTS
	PERFORMANCE CRITERIA

(Italicized items are elaborated in the range of variables).

	1. Set-up user access
	1.1 User folder is created in accordance with network operating system (NOS) features

1.2 User access level is configured based on NOS features and established network access policies/end-user requirements.

1.3 Security check is performed in accordance with established network access policies/end-user requirements.



	2. Configure network services
	2.1. Normal functions of server are checked in accordance with manufacturer’s instructions

2.2. Required modules /add-ons are installed/updated based on NOS installation procedures

2.3. Network services to be configured are confirmed based on user/system requirements 

2.4. Operation of network services are checked based on user/system requirements 

2.5. Unplanned events or conditions are responded to in accordance with established procedures 



	3. Perform testing, documentation and pre-deployment procedures
	3.1. Pre-deployment procedures is undertaken based on enterprise policies and procedures

3.2. Operation and security check are undertaken based on end-user requirements

3.3. Reports are prepared/completed according to enterprise policies and procedures.




Range of Variables
	11. Network Design
	May Include:
11.1 Network Topology

11.2 Distribution Terminals

	12. Network Materials
	12.1 Cables

12.1.1 Fiber Optics 

12.1.2 Copper 
12.2 Terminals

12.3 Cable Raceway/Duct

12.4 Clamps

12.5 Fasteners

12.6 Insulators

12.7 Terminal Box

	13. Tools, Equipment And Testing Devices
	13.1 Protective Eyewear

13.2 Digital Multi-Meter

13.3 Wire Stripper With Bolt Cutter

13.4 Pliers (Assorted)

13.5 Screw Drivers (Assorted)

13.6 LAN Tester

13.7 Crimping Tools

	14. Appropriate Personal Protective Equipment
	14.1 Gloves

14.2 Goggles

14.3 Working Clothes

	15. OH&S Policies And Procedures
	15.1 Occupational Health And Safety Laws

15.2 Personal Safety

15.3 Workplace Hazards

15.4 Environment Laws

	16. Splicing 
	16.1 Straight-Through

16.2 Cross-Talk

16.3 Roll-Over

	17. Network Cables
	17.1 Copper Cable

17.2 Fiber Optic Cable (Terminated)

	18. Cable Raceway
	18.1 Slotted PVC

18.2 Metallic Raceway

18.3 Flexible Conduit

	19. Client Device
	19.1 Laptop

19.2 Desktop

19.3 Network Storage

19.4 Network Printer

	20. Installation Requirement
	20.1 Other Requirements For Fiber Optic Cable Installation


EVIDENCE GUIDE
	1. Critical Aspects of Competency 
	Assessment requires evidence that the candidate:

1.1. Installed network cables 

1.2. Set network configuration

1.3. Set router/Wi-Fi/ wireless access point/repeater configuration

1.4. Inspected and tested the configured computer networks 

	2. Underpinning Knowledge
	1.5. Computer network concepts

1.6. Network cable installation

1.7. Copper cable splicing and cable testing

1.8. Fiber Optic Cables Splicing And Installation Requirements

1.9. Network Design

· Addressing

· Subnetting

· Topology

1.10. IPV4 And IPV6

1.11. Router/Wi-Fi/ Wireless Access Point/Repeater Configuration 

1.12. Network Interface Card (NIC) Settings

1.13. Network Cables

1.14. Cable Raceways/Ducts

1.15. Device Systems Settings Configuration

1.16. Local Area Network (LAN) Port Configuration 

1.17. Wide Area Network (WAN) Port Configuration 

1.18. Wireless Settings Configuration 

1.19. Security/Firewall/Advance Settings Configuration

1.20. Cloud Computing

1.21. Network Connectivity Testing

1.22. Philippine Electrical Code relevant to data connection
1.23. OHS standards and 5S principles
1.24. Practicing 3Rs – reduce, re-use, recycle/recover
1.25. 3Rs environmental policies
1.26. Managing waste from electrical and electronic equipment (WEEE)

	3. Underpinning Skills
	3.1. Testing and termination of electrical and electronic components

3.2. Cable splicing

3.3. Cable troubleshooting

3.4. Setting-up and configuring skills

3.5. Problem solving skills

3.6. Decision making skills

3.7. Documentation skills
3.8. Crimping

3.9. Termination

3.10. Quality standards

3.11. Network Set-up

3.12. Portfolio Management


	4. Resource Implications
	The following resources MUST be provided:

1.27. PC or workstation

1.28. Network cables and materials
1.29. Router/Wi-Fi/ wireless access point/repeater 

1.30. Tools and test instruments

1.31. Appropriate software applications/programs

PPE 

	5. Methods of Assessment
	Competency may be assessed through:

5.1.  Portfolio Assessment  / training Certificates
5.2.  Interview 
5.3.  Case Study/Situation 


	6. Context of Assessment
	6.1. Competency assessment may occur in workplace or any appropriately simulated environment.
6.2. Assessment must be undertaken in accordance with Lao PDR CBT Assessment guidelines

6.3. Assessment shall be observed while task are being undertaken whether individually or in-group




UNIT 11           MAINTAIN AND REPAIR COMPUTER SYSTEMS AND NETWORKS
	UNIT CODE:
	SSTVET-ICT3111

	UNIT DESCRIPTOR: 
              This unit of competency requires the knowledge, skills and attitude of a worker required to maintain and service computer systems and networks.


	Elements & Performance Criteria 


	ELEMENTS
	PERFORMANCE CRITERIA

(Italicized items are elaborated in the range of variables).

	1. Assemble computer hardware
	1.1 Unit assembly is planned and prepared to ensure OH&S policies and procedures are followed in accordance with systems requirements 

1.2 Materials necessary to complete the work are identified and obtained in accordance with established procedures and checked against systems requirements 

1.3 Tools, equipment and testing devices needed to carry out the installation work are obtained in accordance with established procedures and checked for correct operation and safety 

1.4 Computer hardware is assembled in accordance with established procedures and systems requirements 

1.5 Basic-input-output-system (BIOS) configuration is performed in accordance with hardware requirements.

	2. Plan and prepare for maintenance and repair
	2.1. Maintenance and/or Diagnosis of faults is planned and prepared in line with job requirements.

2.2. Tools, equipment and testing devices needed for the maintenance are obtained and checked for correct operation and safety

2.3. Materials necessary to complete the work are obtained in accordance with established procedures and checked against job requirements.

2.4. OHS policies and procedures are followed in line with job requirements.

2.5. Computer systems and networks for maintenance are checked against job/service order or instructions and specifications.



	3. Maintain computer systems and networks
	3.1. Appropriate personal protective equipment is used in line with standard procedures.

3.2. Normal function of computer systems and networks are checked in accordance with manufacturer’s instructions.

3.3. Scheduled/periodic maintenance is performed in accordance with manufacturer’s requirements.

3.4. Where necessary, needed repairs/replacements are made in accordance with established procedures.

3.5. Unplanned events or conditions are responded to in accordance with established procedures



	4. Prepare installer
	4.1 Portable bootable devices are created in accordance with software manufacturer instruction
4.2 Customized installers are prepared in accordance with software utilization guide and end user agreement.
4.3 Installation of portable applications are carried out in accordance with software user guide and software license

	5. Install operating system and drivers for peripherals/ devices
	5.1 Operating system (OS) is installed in accordance with established installation procedures and to comply with end-user requirements 

5.2 Peripherals/devices drivers are installed and configured in accordance with manufacturer’s instructions and/or OS installation procedures. 

5.3 OS and drivers updates/patches are accessed and installed in accordance with manufacturer’s recommendations and requirements 

5.4 On-going checks of the quality of the work are undertaken in accordance with established procedures 

	6. Diagnose faults of computer systems and networks
	6.1. Appropriate personal protective equipment is used in line with standard procedures.

6.2. Faults or problems in the computer systems and networks are diagnosed according to requirements and in line with the standard procedures.

6.3. Contingency measures are managed and implemented in accordance with established procedures 

6.4. Unplanned events or conditions are responded to in accordance with established procedures



	7. Rectify/correct defects in computer systems and networks
	7.1. Appropriate personal protective equipment is used in line with standard procedures.

7.2. Defective components or parts are replaced or corrected without damage to the surrounding environment or services

7.3. Adjustments, if necessary are made in accordance with established procedures

7.4. Unplanned events or conditions are responded to in accordance with established procedures.



	8. Inspect and test the computer systems and networks
	8.1. Final inspections are undertaken to ensure that the testing conducted on the device conforms with the manufacturer’s instruction/manual

8.2. Computer systems and networks are checked/tested to ensure safe operation.

8.3. OHS standards and 5S principles are followed according to enterprise policies 

8.4. Work site is cleaned and cleared of all debris and left in safe condition in accordance with company procedures

8.5. Excess components and materials are disposed of based on WEEE directives and 3Rs waste management program.
8.6. Report is prepared and completed according to company requirements




Range of Variables

	1. Tools
	Tools for: cutting, shaping, drilling, threading, tapping, finishing, dismantling, and assembling.  Tool set includes but not limited to:

1.1. Pliers (assorted)

1.2. Screw drivers (assorted)

1.3. Special tools

1.4. Soldering iron/gun

1.5. Wrenches

1.6. Utility knife/stripper

1.7. Hot air soldering station

1.8. LAN Tester

1.9. Crimping tools

	2. Equipment and testing devices
	2.1. Equipment includes but not limited to:

2.1.1. Maintenance bench                       

2.1.2. Power supply equipment

2.2. Testing devices include but not limited to:

2.2.1. Multi-meter

2.2.2. Calibrators

2.2.3. Signal generator

2.2.4. Oscilloscope

2.2.5. Appropriate software

	3. Materials 
	Includes but not limited to:

3.1. disks

3.2. Connectors

3.3. Adaptors

3.4. Wires and cables

3.5. Appropriate software

3.6. Computer storage media

	4. OH & S policies and procedures
	4.1. OH & S guidelines

4.2. Philippine environmental standards

	5. Computer systems and networks
	Includes but not limited to:

5.1. Servers 

5.2. peripherals

5.3. desktop computers

5.4. network devices

5.5. cables and connection

	6. Personal protective equipment
	Includes but not limited to:

6.1. Goggles/glasses

6.2. Mask 

6.3. Gloves

6.4. Anti-static wrist wrap

	7. Maintenance
	7.1. Software updates

7.2. Hard disk maintenance

7.3. File back-up/Restoration

	8. Faults and problems
	8.1. Network connectivity

8.2. Software issues

8.3. Hardware issues


EVIDENCE GUIDE
	1. Critical aspect of competency
	Assessment must show that the candidate:

1.1 Planned and prepared for maintenance and repair.

1.2 Maintained computer systems and networks

1.3 Diagnosed faults of computer systems

1.4 Rectified/corrected defects in computer systems and networks

1.5 Inspected and tested the computer systems and networks

	2. Underpinning knowledge
	Includes but not limited to:

2.1 Planning and preparing for maintenance

2.2 Computer systems maintenance procedures

2.2.1 PC systems

2.2.2 Computer operations

2.2.3 Electronic fault findings

2.3 Use and operation of tools, instruments and testing devices 

2.4 Occupational health and safety policies and procedures

2.5 Job service order forms or checklist

2.6 Problem solving in emergency situation
2.7 Procedures in maintenance scheduling

2.8 Preventive maintenance of computer system and network

2.8.1 Operating system update

2.8.2 Back-up scheduling

2.8.3 Creating restore point

2.8.4 Guarding against virus

2.8.5 Cleaning computer systems and networks
2.9 Diagnostic procedures

2.10 Identifying and isolating faults/problems

2.10.1 Diagnostic software utilities

2.10.2 Gathering of information 

2.11 Accomplished forms

2.11.1 Diagnostic reports

2.11.2 Proposal reports
2.12 Defects in computer systems and networks

2.13 Troubleshooting and repair techniques

2.14 Problem solving in emergency situation

2.15 Corrective action

2.15.1 Hardware configuration

2.15.2 Software configuration

2.16 Testing methods and procedures

2.17 Documentation and making reports

2.18 Waste management

2.19 OHS standards and 5S principles

2.20 Practicing 3Rs – reduce, re-use, recycle/recover

2.21 3Rs environmental policies

2.22 Managing waste from electrical and electronic equipment (WEEE)


	3. Underpinning Skills
	3.1. Reading skills required to interpret work instructions

3.2. Communication skills needed to interpret and define work procedures

3.3. Problem solving in emergency situation

3.4. Network Cabling

3.5. Connecting computers to wired and wireless LAN 

3.6. Removing viruses from infected machines

3.7. Quality standards

3.8. Network Set-up

3.9. Portfolio Management


	4. Resource Implications
	The following resources MUST be provided:

1.32. Tools 

1.33. Computers and peripherals

1.34. Test instruments

1.35. Materials 

1.36. PPE

1.37. Technical manuals



	5. Methods of Assessment
	Competency may be assessed through:

5.1.  Portfolio Assessment  / training Certificates
5.2.  Interview 


	6. Context of Assessment
	6.1. Competency assessment may occur in workplace or any appropriately simulated environment.
6.2. Assessment must be undertaken in accordance with Lao PDR CBT Assessment guidelines

6.3. Assessment shall be observed while task are being undertaken whether individually or in-group




UNIT 12           APPLY SECURITY SYSTEMS AND PROCEDURES
	UNIT CODE:
	SSTVET-ICT3112

	UNIT DESCRIPTOR: 
              This unit of competency requires the knowledge, skills and attitude of a worker required in the maintenance and use of security equipment, ensuring the safety and well-being of staff and customers, the detection and apprehension of thieves and the application of post-apprehension procedures.


	Elements & Performance Criteria 


	ELEMENTS
	PERFORMANCE CRITERIA

(Italicized items are elaborated in the range of variables).

	1. Maintain IT security systems.
	1.1 Security equipment-operated according to manufacturer instructions and organization policy and procedures.

1.2 Security equipment regularly checked to ensure operational effectiveness and identify faults.

1.3 Regular servicing organized according to organization procedures or manufacturer specifications.

1.4 Surveillance of specific organization areas are carried out according to organization procedures and legislative requirements.

1.5 Security data accurately logged and updated as required by organization policy and procedures.

	2. Installation of security software 
	2.1  Install and assign security software and techniques

2.2    Documentation in relation to the installation  is forwarded to appropriate personnel and/or authority in accordance with requirements




RANGE OF VARIABLES

	1. Security equipment 
	May include but not limited to:

1.1 Alarms

1.2 Surveillance equipment such as cameras and closed-circuit television

1.3 Security tags

1.4 Security bar codes.

	2. Organizational policy and procedures 
	May include but not limited to:

2.1 Apprehension of thieves

2.2 Operation and maintenance of security equipment.

	3. Legislative requirements 
	May include but not limited to:

3.1 Privacy or confidentiality laws

3.2 Trade Practices and Fair Trading Acts

3.3 Consumer law 

3.4 Awards and agreements

3.5 Property offences

3.6 Credit laws

3.7 Reporting procedures

3.8 Criminal law.

	4. Security data 
	May include but not limited to:

4.1 Observation

4.2 Interviews

4.3 Records of complaint

4.4 Inventory reports

4.5 Financial reports

4.6 Surveillance footage.

	5. Reports 
	May include but not limited to:

5.1 Verbally

5.2 In writing

5.3 Formally

5.4 Informally.


EVIDENCE GUIDE

	1. Critical aspects of competency
	Assessment must show that the candidate:

1.1 Consistently operates and maintains organizational security equipment

1.2  Identifies and reports potential security risks according to organizational policy.

	2. Underpinning knowledge
	2.1 Dealing with theft and other property offences, including customer bag checking procedures

2.2 Dealing with other property offences, including criminal deception (false pretenses) and criminal (willful) damage

2.3 Operation and maintenance of organizational security equipment, taking into account manufacturer maintenance and operating procedures

2.4 Surveillance techniques

2.5 Relevant law and industry codes of practice and their application in relation to organizational policy and procedures, including privacy and the checking of customers' bags and purchases

	3. Underpinning skills
	2.6 Surveillance techniques

2.7 Literacy and numeracy skills in relation to:

· Interpreting legal documents

· Interpreting organizational policy

· Recording security data

· Generating reports

	4. Method of assessment
	Competency may be assessed through:

3.1 Direct Observation

3.2 Oral interview

3.3 Written examination

	5. Resource implications
	The following resources MUST be provided:

3.1 A real or simulated work environment

3.2 Relevant documentation, such as:

3.3 Organizational policy and procedures manuals

3.4 Equipment such as:

3.5 Security systems

3.6 Communication equipment.

	6. Context of assessment
	3.4 Competency may be assessed individually in the actual workplace or through accredited institution.

3.5 Assessment must be undertaken in accordance with Lao PDR CBT assessment guidelines.


F List of Tools and Equipment

A) Hardware (Class size: 20 trainees/student)

	Sr. No. 
	Name of  Equipment / Tools 


	Qty. 

	1.
	Laptop: Latest Processor with licensed Operating System and Antivirus. 
	1

	2.
	File server 
	1

	3.
	LAB should have Structured cabling 
	1

	4.
	Workstation/ Nodes (computer)  with wired and wireless card (built-in)
	20

	5.
	Workstation for Multimedia 
	1

	6.
	24 Port switch with wireless connectivity 
	1

	7.
	RJ 45 Connectors 
	1

	8.
	Internet or Intranet Connectivity 
	1

	9.
	On-Line UPS 
	1

	10.
	Printer 
	1

	11.
	Scanner 
	1

	12.
	Web cam (digital camera) 
	20

	13.
	DVD or BLU-RAY Disc
	2

	14.
	Pen-drive 
	20

	15.
	External Hard disks 
	4

	16.
	DSL Wireless Router 
	1

	17.
	Wireless Router 
	1

	18.
	Wireless LAN Card 
	1

	19.
	LCD Projector 
	1

	20.
	Well equip computer lab with Multimedia Projector 
	1

	21.
	Well equip class room with Multimedia Projector 
	1

	22.
	Tool box 
	2 sets

	23.
	USB Floppy Drive 
	1

	24.
	Network Switch
	4

	25.
	Router
	4

	26.
	UTP Cables
	

	27. 
	Crimping Tools
	

	28.
	Network  Tester
	


B) Software 
1. Professional Office  (MS Office, Open Office) 

2. Keyboarding Software application
3. Antivirus Software - Server Edition for Servers and Client Edition for Workstations 

4. Operating System (Windows, Linux) 
5. Web/Internet Browsing software 
6. AutoCAD

7. Graphics Software (MS Paint, Open Office)

8. Online Application Software

NOTE: Latest version of hardware and software should be provided
G ANNEX

· Lao World of Work

· Lao IT/ICT Sub Sector Codes

· Competency Map COMPUTER SYSTEMS AND NETWORK TECHNICIANS
· Competency Standards Development Team
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